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PrefacePreface

The Handbook of Information Security is the first com-
prehensive examination of the core topics in the security
field. The Handbook of Information Security, a 3-volume
reference work with 207 chapters and 3300+ pages, is a
comprehensive coverage of information, computer, and
network security.

The primary audience is the libraries of 2-year and
4-year colleges and universities with computer science,
MIS, CIS, IT, IS, data processing, and business depart-
ments; public, private, and corporate libraries through-
out the world; and reference material for educators and
practitioners in the information and computer security
fields.

The secondary audience is a variety of professionals
and a diverse group of academic and professional course
instructors.

Among the industries expected to become increasingly
dependent upon information and computer security and
active in understanding the many issues surrounding this
important and fast-growing field are: government, mil-
itary, education, library, health, medical, law enforce-
ment, accounting, legal, justice, manufacturing, finan-
cial services, insurance, communications, transportation,
aerospace, energy, biotechnology, retail, and utility.

Each volume incorporates state-of-the-art, core infor-
mation, on computer security topics, practical applica-
tions and coverage of the emerging issues in the informa-
tion security field.

This definitive 3-volume handbook offers coverage of
both established and cutting-edge theories and develop-
ments in information, computer, and network security.

This handbook contains chapters by global academic
and industry experts. This handbook offers the following
features:

1) Each chapter follows a format including title and au-
thor, outline, introduction, body, conclusion, glossary,
cross-references, and references. This format allows
the reader to pick and choose various sections of a
chapter. It also creates consistency throughout the en-
tire series.

2) The handbook has been written by more than 240 ex-
perts and reviewed by more than 1,000 academics and
practitioners from around the world. These experts
have created a definitive compendium of both estab-
lished and cutting-edge theories and applications.

3) Each chapter has been rigorously peer-reviewed. This
review process assures accuracy and completeness.

4) Each chapter provides extensive online and off-line
references for additional readings, which will enable
the reader to learn more on topics of special interest.

5) The handbook contains more than 1,000 illustrations
and tables that highlight complex topics for further
understanding.

6) Each chapter provides extensive cross-references,
leading the reader to other chapters related to a par-
ticular topic.

7) The handbook contains more than 2,700 glossary
items. Many new terms and buzzwords are included
to provide a better understanding of concepts and ap-
plications.

8) The handbook contains a complete and comprehen-
sive table of contents and index.

9) The series emphasizes both technical as well as man-
agerial, social, legal, and international issues in the
field. This approach provides researchers, educators,
students, and practitioners with a balanced perspec-
tive and background information that will be help-
ful when dealing with problems related to security
issues and measures and the design of a sound secu-
rity system.

10) The series has been developed based on the current
core course materials in several leading universities
around the world and current practices in leading
computer, security, and networking corporations.

We chose to concentrate on fields and supporting tech-
nologies that have widespread applications in the aca-
demic and business worlds. To develop this handbook,
we carefully reviewed current academic research in the
security field from leading universities and research insti-
tutions around the world.

Computer and network security, information security
and privacy, management information systems, network
design and management, computer information systems
(CIS), decision support systems (DSS), and electronic
commence curriculums, recommended by the Associa-
tion of Information Technology Professionals (AITP) and
the Association for Computing Machinery (ACM) were
carefully investigated. We also researched the current
practices in the security field carried out by leading se-
curity and IT corporations. Our research helped us define
the boundaries and contents of this project.

TOPIC CATEGORIES
Based on our research, we identified nine major topic cat-
egories for the handbook.

� Key Concepts and Applications Related to Information
Security

� Infrastructure for the Internet, Computer Networks, and
Secure Information Transfer

� Standards and Protocols for Secure Information
Transfer

� Information Warfare
� Social, Legal, and International Issues

xxiii
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� Foundations of Information, Computer, and Network
Security

� Threats and Vulnerabilities to Information and Com-
puting Infrastructures

� Prevention: Keeping the Hackers and Crackers at Bay
� Detection, Recovery, Management, and Policy Consid-

erations

Although these topics are related, each addresses a spe-
cific concern within information security. The chapters in
each category are also interrelated and complementary,
enabling readers to compare, contrast, and draw conclu-
sions that might not otherwise be possible.

Though the entries have been arranged logically, the
light they shed knows no bounds. The handbook provides
unmatched coverage of fundamental topics and issues for
successful design and implementation of a sound security
program. Its chapters can serve as material for a wide
spectrum of courses such as:

Information and Network Security

Information Privacy

Social Engineering

Secure Financial Transactions

Information Warfare

Infrastructure for Secure Information Transfer

Standards and Protocols for Secure Information
Transfer

Network Design and Management

Client/Server Computing

E-commerce

Successful design and implementation of a sound security
program requires a thorough knowledge of several tech-
nologies, theories, and supporting disciplines. Security re-
searchers and practitioners have had to consult many re-
sources to find answers. Some of these resources concen-
trate on technologies and infrastructures, some on social
and legal issues, and some on managerial concerns. This
handbook provides all of this information in a compre-
hensive, three-volume set with a lively format.

Key Concepts and Applications Related to
Information Security
Chapters in this group examine a broad range of topics.
Theories, concepts, technologies, and applications that
expose either a user, manager, or an organization to secu-
rity and privacy issues and/or create such security and pri-
vacy concerns are discussed. Careful attention is given to
those concepts and technologies that have widespread ap-
plications in business and academic environments. These
areas include e-banking, e-communities, e-commerce,
e-education, and e-government.

Infrastructure for the Internet, Computer
Networks, and Secure Information Transfer
Chapters in this group concentrate on the infrastructure,
popular network types, key technologies, and principles

for secure information transfer. Different types of com-
munications media are discussed followed by a review of
a variety of networks including LANs, MANs, WANs, mo-
bile, and cellular networks. This group of chapters also
discusses important architectures for secure information
transfers including TCP/IP, the Internet, peer-to-peer, and
client/server computing.

Standards and Protocols for Secure
Information Transfer
Chapters in this group discuss major protocols and stan-
dards in the security field. This topic includes important
protocols for online transactions, e-mail protocols, Inter-
net protocols, IPsec, and standards and protocols for wire-
less networks emphasizing 802.11.

Information Warfare
This group of chapters examines the growing field of
information warfare. Important laws within the United
States criminal justice system, as they relate to cybercrime
and cyberterrorism, are discussed. Other chapters in this
group discuss cybercrime, cyberfraud, cyber stalking,
wireless information warfare, electronic attacks and pro-
tection, and the fundamentals of information assurance.

Social, Legal, and International Issues
Chapters in this group explore social, legal, and interna-
tional issues relating to information privacy and computer
security. Digital identity, identity theft, censorship, and
different types of computer criminals are also explored.
The chapters in this group also explain patent, trademark,
and copyright issues and offer guidelines for protecting
intellectual properties.

Foundations of Information, Computer, and
Network Security
These chapters cover four different but complementary
areas including encryption, forensic computing, operat-
ing systems and the common criteria and the principles
for improving the security assurance.

Threats and Vulnerabilities to Information
and Computing Infrastructures
The chapters in this group investigate major threats
to, and vulnerabilities of, information and computing
infrastructures in wired and wireless environments. The
chapters specifically discuss intentional, unintentional,
controllable, partially controllable, uncontrollable, phys-
ical, software and hardware threats and vulnerabilities.

Prevention: Keeping the Hackers and
Crackers at Bay
The chapters in this group present several concepts,
tools, techniques, and technologies that help to protect
information, keep networks secure, and keep the hack-
ers and computer criminals at bay. Some of the topics
discussed include physical security measures; measures
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for protecting client-side, server-side, database, and med-
ical records; different types of authentication techniques;
and preventing security threats to e-commerce and e-mail
transactions.

Detection, Recovery, Management, and
Policy Considerations
Chapters in this group discuss concepts, tools, and tech-
niques for detection of security breaches, offer techniques
and guidelines for recovery, and explain principles for
managing a network environment. Some of the topics
highlighted in this group include intrusion detection,
contingency planning, risk management, auditing, and
guidelines for effective security management and policy
implementation.
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Guide to The Handbook of Information SecurityGuide to The Handbook of Information Security

The Handbook of Information Security is a comprehensive
coverage of the relatively new and very important field of
information, computer, and network security. This refer-
ence work consists of three separate volumes and 207 dif-
ferent chapters on various aspects of this field. Each chap-
ter in the handbook provides a comprehensive overview of
the selected topic, intended to inform a broad spectrum of
readers, ranging from computer and security profession-
als and academicians to students to the general business
community.

This guide is provided to help the reader easily locate
information throughout The Handbook of Information Se-
curity. It explains how the information within it can be
located.

Organization
This is organized for maximum ease of use, with the chap-
ters arranged logically in three volumes. While one can
read individual volumes (or articles) one will get the most
out of the handbook by becoming conversant with all
three volumes.

Table of Contents
A complete table of contents of the entire handbook ap-
pears in the front of each volume. This list of chapter titles
represents topics that have been carefully selected by the
editor-in-chief, Dr. Hossein Bidgoli, and his colleagues on
the editorial board.

Index
A subject index for each individual volume is located at
the end of each volume.

Chapters
The author’s name and affiliation are displayed at the be-
ginning of the chapter.

All chapters in the handbook are organized in the same
format:

Title and author
Outline
Introduction
Body
Conclusion
Glossary
Cross-References
References

Outline
Each chapter begins with an outline that provides a brief
overview of the chapter, as well as highlighting important
subtopics. For example, the chapter “Internet Basics”
includes sections for Information Superhighway and
the World Wide Web, Domain Name Systems, Naviga-
tional Tools, Search Engines, and Directories. In addition,
second-level and third- level headings will be found within
the chapter.

Introduction
Each chapter begins with an introduction that defines the
topic under discussion and summarized the chapter, in
order to give the reader a general idea of what is to come.

Body
The body of the chapter fills out and expands upon items
covered in the outline.

Conclusion
The conclusion provides a summary of the chapter, high-
lighting issues and concepts that are important for the
reader to remember.

Glossary
The glossary contains terms that are important to an un-
derstanding of the chapter and that may be unfamiliar to
the reader. Each term is defined in the context of the par-
ticular chapter in which it is used. Thus the same term
may be defined in two or more chapters with the detail
of the definition varying slightly from one chapter to an-
other. The handbook includes approximately 2,700 glos-
sary terms. For example, the chapter “Internet Basics” in-
cludes the following glossary entries:

Extranet A secure network that uses the Internet and Web
technology to connect two or more intranets of trusted
business partners, enabling business-to-business,
business-to-consumer, consumer-to-consumer, and
consumer-to-business communications.

Intranet A network within the organization that uses
Web technologies (TCP/IP, HTTP, FTP, SMTP, HTML,
XML, and its variations) for collecting, storing,
and disseminating useful information throughout the
organization.

Cross-References
All chapters have cross-references to other chapters that
contain further information on the same topic. They
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appear at the end of the chapter, preceding the references.
The cross-references indicate related chapters that can
be consulted for further information on the same topic.
The handbook contains more than 1,400 cross-references
in all. For example, the chapter “Computer Viruses and
Worms” has the following cross references:

Hackers, Crackers and Computer Criminals, Hoax
Viruses and Virus Alerts, Hostile Java Applets, Spyware,
Trojan Horse Programs.

References
The references in this handbook are for the benefit of the
reader, to provide references for further research on the
given topic. Review articles and research papers that are
important to an understanding of the topic are also listed.
The references typically consist of a dozen to two dozen
entries, and do not include all material consulted by the
author in preparing the chapter.
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