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Vorwort

Das Biest im Designerkleid

Herzlich willkommen zu einer Reise, die lhren Blick auf
diesen eleganten Computer vor Ihnen fur immer verandern
wird.

Wenn Sie dieses Buch in den Handen halten, gehoren Sie
wahrscheinlich zu einer von zwei Gruppen. Vielleicht sind
Sie der langjahrige Mac-Enthusiast, der die Einfachheit und
Asthetik von Apple liebt, aber im Hintergrund immer dieses
leise FlUstern hort: ,Da muss doch noch mehr sein.” Oder
Sie kommen von Linux oder Windows, schatzen die
Hardware, fuhlen sich aber von der glatten, fast schon zu
perfekten Oberflache von macOS ein wenig bevormundet.

Unter uns: macOS ist wie ein Eisberg. Was wir taglich sehen
- das Dock, die schicken Icons, die flussigen Animationen -,
ist nur die Spitze. Darunter liegt eine gigantische Masse an
Technologie, die auf den Namen Unix hort. Es ist ein
System, das fur wissenschaftliche Hochstleistungen, far
Server-Sicherheit und fur totale Kontrolle entwickelt wurde.

Apple hat Jahrzehnte damit verbracht, dieses ,Biest” unter
einem wunderschonen Designerkleid aus Glas und
Aluminium zu verstecken. Fur den Durchschnittsnutzer ist
das wunderbar. Aber Sie sind kein Durchschnittsnutzer. Sie
wollen wissen, wie Sie die Schranken offnen.

In diesem Buch der Reihe ,,GANZ EINFACH“ machen wir
genau das. Wir werden nicht nur lernen, wie man macOS
bedient - das kdonnen Sie wahrscheinlich schon. Wir werden
lernen, wie man es beherrscht.



Wir werden das Terminal entmystifizieren, wir werden
Workflows bauen, die Ihnen Stunden an Arbeit abnehmen,
und wir werden tief in die neue Architektur der Apple-
Silicon-Chips eintauchen. Wir werden den Mac nicht als
geschlossenes Produkt betrachten, sondern als das, was er
im Kern ist: Die leistungsfahigste Unix-Workstation der Welt,
die zufallig auch noch verdammt gut aussieht.

Wie schon in meinem Buch Uber Linux werden wir diesen
Weg wie gute Freunde gehen. Ohne hochgestochenes
Experten-Latein, aber mit der notigen Tiefe, um Sie zum
echten Power-User zu machen.

Legen wir los. Es ist Zeit, die Motorhaube aufzumachen.

Danilo Sieren









Kapitel 1

Das Unix-Herz unter der Glashaube - Was macOS
wirklich ist

Willkommen im Fundament. Bevor wir Uber schicke Fenster
und Gesten sprechen, mussen wir klaren, worauf du hier
eigentlich tippst. Die meisten Leute denken, macQOS sei ein
"eigenes" Ding von Apple, so wie Windows von Microsoft ist.
Aber das ist ein Irrtum, der dich als Power-User
einschranken wuirde. Dein Mac ist ein zertifiziertes Unix-
System. Das ist ein Pradikat, das er mit Schwergewichten
der Serverwelt teilt.

1.1 Die DNA von macOS: Von Berkeley nach Cupertino

Um zu verstehen, warum dein Mac so stabil lauft, missen
wir die Ahnenforschung bemuhen. In den 80ern gab es zwei
groSe Stromungen in der Computerwelt. Auf der einen Seite
die verspielten, aber instabilen Heimcomputer. Auf der
anderen Seite die machtigen, unzerstorbaren Unix-
Workstations an den Universitaten.

Als Steve Jobs Apple verlielSs und NeXT grundete, wollte er
das Beste aus beiden Welten. Er entschied sich fur BSD
(Berkeley Software Distribution) als Basis fUr sein neues
System NeXTSTEP. BSD ist eine Unix-Variante, die fur ihre
Robustheit und ihre exzellenten Netzwerkfahigkeiten
bekannt ist.

Als Apple 1996 NeXT kaufte, brachten sie dieses Unix-
Fundament mit nach Hause. Sie nahmen den BSD-Kern,
mixten ihn mit dem Mach-Mikrokernel (der fur die Hardware-
Kommunikation zustandig ist) und nannten das Ganze
Darwin.



Was bedeutet das fur dich im Alltag? Wenn dein Finder
einmal hangen bleibt, stlrzt nicht der ganze Rechner ab.
Warum? Weil Unix eine strikte Trennung zwischen dem
"Kernel" (dem Allerheiligsten des Systems) und den "User-
Apps" (deinen Programmen) erzwingt. Programme durfen im
Unix-Modell nicht einfach Uberall im Speicher
herumschreiben. Sie mussen hoflich beim Kernel anfragen.
Diese Disziplin ist der Grund, warum dein Mac auch nach
Wochen ohne Neustart nicht langsamer wird.

1.2 Der Darwin-Kern: Das unsichtbare Kraftwerk

Lass uns uber Darwin sprechen. Darwin ist das Open-
Source-Fundament von macQOS. Ja, du hast richtig gehort:
Der Kern deines Macs ist zu grolsen Teilen quelloffen. Wenn
du willst, kannst du dir den Quellcode von Darwin im Netz
ansehen.

Darwin kombiniert zwei faszinierende Technologien:

1. Der Mach-Kernel: Er ist wie ein Logistik-Experte. Er
kimmert sich um das Speicher-Management und sorgt
daflr, dass die CPU-Kerne deines Prozessors (besonders
wichtig bei Apple Silicon!) effizient ausgelastet werden.

2. BSD-Subsysteme: Hier kommen die "Werkzeuge"
her. Alles, was mit dem Dateisystem, dem Netzwerk-
Stack (TCP/IP) und der Benutzerverwaltung zu tun hat,
folgt den strengen BSD-Standards.

Wenn du das Terminal offnest (was wir in Kapitel 4 im Detail
tun werden), sprichst du direkt mit Darwin. Du verlasst die
bunte Welt der Klicks und betrittst die Welt der reinen Logik.
FUr einen Power-User ist das wie der Wechsel von einem
Automatik-Getriebe zu einer manuellen Schaltung: Du hast
plotzlich die volle Kontrolle Uber jeden Ganag.



1.3 Die Schichten des Systems: Aqua, Cocoa und
POSIX

Damit du das Gesamtbild verstehst, stell dir macOS wie eine
Zwiebel vor.

. Der Kern (Darwin): Ganz innen. Rohe Kraft, Unix-
Logik.

. Die Grafik-Engine (Quartz/Metal): Die Schicht, die
dafur sorgt, dass alles so verdammt gut aussieht und
hardwarebeschleunigt wird.

. Die Frameworks (Cocoa): Das ist der Baukasten fur
Entwickler. Hier liegen die Regeln, wie sich Fenster
verhalten und wie Menus aussehen.

. Die Oberflache (Aqua): Die auBere Haut. Das, was
die Welt als "macOS" kennt.

Der Trick eines Power-Users ist es, zu wissen, wann er auf
welcher Schicht arbeiten muss. Manchmal ist es effizienter,
eine Datei im Finder (Aqua) zu verschieben. Aber wenn du
5000 Fotos nach ihrem Erstellungsdatum umbenennen
willst, durchbrichst du die Schichten und erledigst das mit
einem einzigen Befehl direkt im Unix-Kern (POSIX-Ebene).

1.4 Warum Apple Silicon (M1/M2/M3) alles verandert
hat

Wir konnen Kapitel 1 nicht abschlielien, ohne Uber die
Hardware zu reden. Jahrelang musste Apple den Unix-Kern
auf Intel-Prozessoren "verbiegen". Mit dem Wechsel auf die
eigenen Chips (ARM-Architektur) ist die Hardware nun
endlich so mallgeschneidert wie der Code.

Unix liebt effizientes Multitasking. Die M-Chips haben
spezialisierte Kerne fur Performance und fur Effizienz.
Darwin weils genau, welcher Prozess auf welchen Kern



gehort. Wenn du Musik horst, wahrend du ein Video
renderst, sorgt das Unix-Herz im Hintergrund dafur, dass die
Musik-App auf den Spar-Kernen lauft, wahrend die Render-
Engine die Performance-Kerne glihen lasst. Diese Symbiose
aus Unix-Software und Apple-Hardware ist der Grund fur die
enorme Akkulaufzeit und die lautlose Power deines Macs.

Zusammenfassung: Wir haben gelernt, dass dein Mac kein
Spielzeug ist, sondern eine hochgezuchtete Unix-Maschine
mit BSD-Wurzeln. Darwin ist das Fundament, das Stabilitat
und Sicherheit garantiert, wahrend die Schichten daruber
fur die Benutzerfreundlichkeit sorgen.



Das Schichtenmodell von macOS - von Darwin bis Aqua

Aqua

Frameworks und APIs

Grafik- und WindowServer

Core Foundation, Core Frameworks (Cocoa)
und Swift-Objektklassen (UIKit)

XNU (Kernel)

Darwin

Andere BSD-Bibiiotheken und -Dienste

Hardware-Schicht

Wir bleiben direkt im Maschinenraum, denn wer seinen Mac
wirklich beherrschen will, muss verstehen, wie er seine
wertvollsten Guter verwaltet: die Daten.

1.5 APFS: Das intelligente Gedachtnis deines Macs

Jahrelang war HFS+ der Standard auf dem Mac. Es war
solide, aber es stammte aus einer Zeit, als wir noch
rotierende Festplatten (HDDs) hatten. Mit dem Aufstieg der
SSDs und besonders mit dem Wechsel auf Apple Silicon
brauchte macOS ein Dateisystem, das so schnell und
flexibel ist wie die Hardware selbst. Die Antwort war APFS
(Apple File System).

FUr dich als Power-User ist APFS mehr als nur eine Art,
Dateien zu speichern. Es ist ein hochmoderner Verwalter mit



Tricks, die unter Windows oder bei alteren Linux-
Dateisystemen oft unvorstellbar sind.

Space Sharing: Weg mit den starren Partitionen

Friher mussten wir uns beim Partitionieren einer Festplatte
genau uberlegen: ,Wie viel Platz gebe ich dem System und
wie viel meinen Daten?“ Wenn eine Partition voll war, war
sie voll - selbst wenn auf der anderen noch hunderte
Gigabyte frei waren.

. Die APFS-Losung: Innerhalb eines sogenannten
~Containers” teilen sich alle Volumes den physischen
Platz dynamisch.

. Wenn dein System-Volume Platz braucht, nimmt es
sich ihn. Wenn dein Daten-Volume wachst, dehnt es
sich aus. Erst wenn die gesamte SSD voll ist, wird es
eng. Das ist maximale Effizienz ohne manuelles
Herumschieben von Partitionsgrenzen.

Clones statt Kopien: Der ,,Magie“-Moment

Das ist einer meiner Lieblingspunkte, wenn ich Freunden
macOS erklare. Stell dir vor, du hast eine 10 GB grol3e
Videodatei und willst eine Kopie davon machen, um eine
andere Schnittversion auszuprobieren.

. Unter herkdbmmlichen Systemen wirde der Mac jetzt
10 GB Daten von A nach B schaufeln. Das dauert und
verbraucht doppelt so viel Platz.

. Unter APFS: Das System erstellt einen Clone. Es
kopiert nicht die Daten, sondern setzt nur einen neuen
Namen auf dieselben Datenblocke. Der Vorgang ist
instantan und verbraucht null zusatzlichen
Speicherplatz. Erst wenn du eine der beiden Dateien
veranderst, werden nur die geanderten Blocke neu



geschrieben (Copy-on-Write). Das spart Zeit und schont
die Lebensdauer deiner SSD massiv.

Snapshots: Die eingebaute Zeitmaschine

APFS kann den Zustand deines gesamten Systems in einem
Bruchteil einer Sekunde ,einfrieren”. Diese Snapshots sind
die Basis fur Time Machine, aber sie funktionieren auch
unabhangig davon.

. Bevor du ein grofSes System-Update machst oder
riskante Software installierst, erstellt macOS oft
automatisch einen APFS-Snapshot.

. Sollte etwas schiefgehen, kannst du den gesamten
Rechner innerhalb von Sekunden auf diesen exakten
Moment zuruckrollen. Das ist kein langsames
Zuruckspielen von Dateien, sondern ein einfaches
Umlegen eines Schalters im Dateisystem.

1.6 Die strikte Trennung: System vs. Daten

Seit macOS Catalina (und perfektioniert in den neueren
Versionen) hat Apple die Unix-Strenge auf ein neues Level
gehoben. Wenn du dir dein Festplatten-Dienstprogramm
ansiehst, merkst du, dass es mindestens zwei Volumes gibt:
Macintosh HD und Macintosh HD - Data.

Das versiegelte System-Volume (SSV)

Apple schitzt das Herz deines Macs (den Ordner /System),
indem es auf einem komplett separaten,
schreibgeschutzten Volume liegt.

. Selbst du als Admin (und erst recht keine Malware)
kannst dort im laufenden Betrieb etwas andern.



. Damit nicht genug: Das System ist durch einen
kryptografischen Baum geschutzt. Beim Booten
vergleicht der Mac die Prifsummen. Stimmt auch nur
ein einziges Bit nicht Uberein, verweigert der Mac den
Start. Das nennt Apple ein Signed System Volume.

. Deine Dokumente, Apps und Einstellungen liegen
sicher getrennt auf dem Daten-Volume. Fur dich sieht
im Finder alles wie ein einziger Ordnerbaum aus (dank
sogenannter ,Firmlinks*), aber technisch gesehen ist
die Systemintegritat so hart gesichert wie bei kaum
einem anderen Desktop-Betriebssystem.

1.7 Metadaten und Extended Attributes: Die
verborgenen Infos

Ein Unix-System wie macOS speichert weit mehr als nur den
Namen und den Inhalt einer Datei. Jede Datei auf deinem
Mac ist behangt mit Metadaten.

. Extended Attributes (xattr): Hier speichert macOS
zum Beispiel, aus welcher Internetquelle eine Datei
geladen wurde (Quarantane-Flag) oder welche Tags du
ihr gegeben hast.

. Als Power-User wirst du lernen, diese Attribute im
Terminal auszulesen und zu manipulieren. Es ist der
Schlussel, um Workflows zu automatisieren, die auf der
Herkunft oder dem Typ einer Datei basieren.

1.8 Zusammenfassung: Dein Fundament steht

Wir haben in diesem zweiten Teil von Kapitel 1 gesehen,
dass macOS seine Power aus einer hochmodernen
Speicherarchitektur zieht. APFS ist nicht einfach nur ein



Ablagesystem, es ist ein aktiver Mitspieler, der Platz spart,
SSDs schont und dein System vor Manipulationen schutzt.

Ein Querschnitt durch einen APFS-Container, der zeigt, wie
sich Macintosh HD und Macintosh HD - Data den Platz teilen.

~

APFS-Container

| Freier
Macintosh HD Platz

Andere BSD-Bibliotheken und-Dienste

Hardware-Schicht

r

Wir haben jetzt das ,Was” (Unix) und das ,Wie*“ (APFS)
geklart. Aber wer kontrolliert das Ganze eigentlich?

1.9 Die Hierarchie der Macht: Benutzer, Admins und
der schlafende Gott

In der Welt von Unix gibt es eine klare Ordnung. Jede Datei,
jeder Prozess und jeder Ordner gehort jemandem. Als
Power-User musst du verstehen, wie macOS diese
|Identitaten verwaltet, denn fast jeder Fehler, der im



Terminal mit ,,Permission Denied” (Zugriff verweigert)
quittiert wird, hat hier seinen Ursprung.

Der Standard-Nutzer vs. der Administrator

Wenn du deinen Mac einrichtest, erstellst du einen Account.
Dieser Account ist standardmalSig ein Administrator. Aber
Vorsicht: Im Gegensatz zu alten Windows-Tagen bedeutet
»2Admin“ unter macOS nicht, dass du alles darfst.

. Ein Admin darf Software installieren,
Systemeinstellungen andern und Updates anstofRen.

. Aber: Ein Admin darf nicht die Systemdateien anderer
Nutzer lesen oder den Kern des Betriebssystems
verandern.

. Das ist eine Sicherheitsvorkehrung. macOS geht
davon aus, dass auch ein Admin-Account
kompromittiert werden konnte. Deshalb musst du fur
kritische Aktionen immer wieder dein Passwort
eingeben oder Touch ID benutzen. Das ist kein Bug, um
dich zu nerven, sondern die Umsetzung des ,,Prinzips
der geringsten Privilegien”.

Root: Der ,,Gott-Modus*“

In jedem Unix-System gibt es einen speziellen Account
namens root (mit der User-ID 0). Root darf buchstablich
alles. Er kann das gesamte System loschen, wahrend es
lauft.

. Die Apple-Philosophie: Auf einem modernen Mac
ist der Root-Account standardmalig deaktiviert und hat
kein Passwort. Apple mochte nicht, dass du als Root
arbeitest.

. Stattdessen nutzen wir das Kommando sudo
(,superuser do"). Es erlaubt uns, fur einen kurzen



Moment die Maske von Root aufzusetzen, um eine
administrative Aufgabe zu erledigen, ohne die
dauerhafte Gefahr einer ,gottlichen” Fehlentscheidung
einzugehen.

1.10 SIP: Die Festungsmauer (System Integrity
Protection)

Hier unterscheidet sich macOS massiv von einem Standard-
Linux. Apple hat erkannt, dass selbst Root eine Gefahr sein
kann, wenn ein Nutzer ein bdsartiges Skript mit sudo
ausfuhrt. Deshalb wurde mit macOS El Capitan die System
Integrity Protection (SIP) eingefuhrt - oft auch als
~Rootless“-Modus bezeichnet.

Was macht SIP? Stell dir SIP wie eine unbestechliche
Palastwache vor. Selbst wenn du dich als Root anmeldest,
verbietet dir SIP, bestimmte Systemverzeichnisse wie

/System, /bin oder /usr/bin zu verandern.

. Das ist der Grund, warum du selbst im Terminal keine
System-lcons einfach so austauschen oder Kern-Dateien
|6schen kannst.

. FUr den normalen Power-User ist das ein Segen, weil
es das System unzerstorbar macht.

. Fur den ,Hardcore“-Bastler kann es eine Hurde sein.
Man kann SIP in der Recovery-Umgebung deaktivieren
(csrutil disable), aber unter uns: In 99 % der Falle ist
das heute nicht mehr notig und schwacht die Sicherheit
deines Macs dramatisch. Wir werden in diesem Buch
Wege finden, die Power von macOS zu nutzen, ohne die
Schutzmauern einzureiflSen.



